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ANNEX 5 

 

SPECIFIC RULES 

 

CONFIDENTIALITY AND SECURITY (— ARTICLE 13) 

Sensitive information with security recommendation 

Sensitive information with a security recommendation must comply with the additional 

requirements imposed by the granting authority.  

Before starting the action tasks concerned, the beneficiaries must have obtained all approvals 

or other mandatory documents needed for implementing the task. The documents must be 

kept on file and be submitted upon request by the coordinator to the granting authority. If they 

are not in English, they must be submitted together with an English summary. 

For requirements restricting disclosure or dissemination, the information must be handled in 

accordance with the recommendation and may be disclosed or disseminated only after written 

approval from the granting authority.  

EU classified information 

If EU classified information is used or generated by the action, it must be treated in 

accordance with the security classification guide (SCG) and security aspect letter (SAL) set 

out in Annex 1 and Decision 2015/4441 and its implementing rules — until it is declassified.  

Deliverables which contain EU classified information must be submitted according to special 

procedures agreed with the granting authority. 

Action tasks involving EU classified information may be subcontracted only with prior 

explicit written approval from the granting authority and only to entities established in an EU 

Member State or in a non-EU country with a security of information agreement with the EU 

(or an administrative arrangement with the Commission). 

EU classified information may not be disclosed to any third party (including participants 

involved in the action implementation) without prior explicit written approval from the 

granting authority. 

INTELLECTUAL PROPERTY RIGHTS (IPR) — BACKGROUND AND RESULTS — 

ACCESS RIGHTS AND RIGHTS OF USE (— ARTICLE 16) 

 

                                                 

1
  Commission Decision 2015/444/EC, Euratom of 13 March 2015 on the security rules for protecting EU 

classified information (OJ L 72, 17.3.2015, p. 53). 
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Rights of use of the granting authority on results for information, communication, 

dissemination and publicity purposes 

The granting authority also has the right to exploit non-sensitive results of the action for 

information, communication, dissemination and publicity purposes, using any of the 

following modes: 

- use for its own purposes (in particular, making them available to persons working for 

the granting authority or any other EU service (including institutions, bodies, offices, 

agencies, etc.) or EU Member State institution or body; copying or reproducing them 

in whole or in part, in unlimited numbers; and communication through press 

information services)  

- distribution to the public in hard copies, in electronic or digital format, on the 

internet including social networks, as a downloadable or non-downloadable file  

- editing or redrafting (including shortening, summarising, changing, correcting, 

cutting, inserting elements (e.g. meta-data, legends or other graphic, visual, audio or 

text elements) extracting parts (e.g. audio or video files), dividing into parts or use in a 

compilation 

- translation (including inserting subtitles/dubbing) in all official languages of EU 

- storage in paper, electronic or other form  

- archiving in line with applicable document-management rules 

- the right to authorise third parties to act on its behalf or sub-license to third parties, 

including if there is licensed background, any of the rights or modes of exploitation set 

out in this provision 

- processing, analysing, aggregating the results and producing derivative works 

- disseminating the results in widely accessible databases or indexes (such as through 

‘open access’ or ‘open data’ portals or similar repositories, whether free of charge or 

not.  

The beneficiaries must ensure these rights of use for the whole duration they are protected by 

industrial or intellectual property rights.  

If results are subject to moral rights or third party rights (including intellectual property rights 

or rights of natural persons on their image and voice), the beneficiaries must ensure that they 

comply with their obligations under this Agreement (in particular, by obtaining the necessary 

licences and authorisations from the rights holders concerned). 

COMMUNICATION, DISSEMINATION AND VISIBILITY (— ARTICLE 17) 

Communication and dissemination plan  

Where imposed by the call conditions, the beneficiaries must provide a detailed 

communication and dissemination plan, setting out the objectives, key messaging, target 

audiences, communication channels, social media plan, planned budget and relevant 
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indicators for monitoring and evaluation.Additional communication and dissemination 

activities  

The beneficiaries must engage in the following additional communication and dissemination 

activities: 

- present the project (including project summary, coordinator contact details, list of 

participants, European flag and funding statement  and project results) on the 

beneficiaries’ websites or social media accounts 

- for actions involving equipment, infrastructure or works,  display public plaques or 

billboards as soon as the work on the action starts and a permanent commemorative 

plaque once it is finished, with the European flag and funding statement   

- upload the public project results to the CEF Project Results platform, available through 

the Funding & Tenders Portal.  

SPECIFIC RULES FOR CARRYING OUT THE ACTION (— ARTICLE 18) 

Member State information 

The beneficiaries must keep the Member States that support the action informed about its 

progress.  

To this effect, the coordinator must provide the reports submitted in accordance with Article 

21 to the concerned the Member States representatives (listed on the granting authority’s 

website). This can be done either by email or by giving them access to the reports in the 

Funding & Tenders Portal. 

Implementation in case of restrictions due to security  

Where the call conditions restrict participation or control due to security reasons, the 

beneficiaries must ensure that none of the entities that participate as affiliated entities, 

associated partners, subcontractors or recipients of financial support to third parties are 

established in countries which are not eligible countries or target countries set out in the call 

conditions (or are controlled by such countries or entities from such countries). 

The beneficiaries must moreover ensure that any cooperation with entities established in 

countries which are not eligible countries or target countries set out in the call conditions (or 

are controlled by such countries or entities from such countries) does not affect the security 

interests and avoids potential negative effects over security of supply of inputs critical to the 

action.  

Specific rules for digital infrastructure projects 

When implementing digital infrastructure projects, the beneficiaries must ensure that the 

network technologies and equipment (including software and services) funded by the action 

comply with the security requirements and assessments as reflected in the applicable EU, 

international and national law on cybersecurity and on data protection.  

Moreover, where the call conditions impose wholesale access obligations, the beneficiaries 

must provide wholesale access to the digital infrastructure funded by the action, under fair and 
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reasonable conditions, in a non-discriminatory manner and in accordance with the call 

conditions.  

Specific rules for ATM common projects 

When implementing actions for the implementation of common projects established under 

Regulation (EU) No 409/2013
2
, the beneficiaries must ensure that their actions comply with 

the deployment programme referred to in Article 11 of that Regulation (as published on the 

Europa website).  

Durability 

Unless exempted by the granting authority, the beneficiaries must commit to continue to use 

and maintain after the end of the action equipment bought and fully reimbursed by the action, 

for activities pursuing the action’s objectives. Such equipment must be used for these 

purposes — for at least five years after the end of the action (see Data Sheet, Point 1) or until 

the end of its economic lifespan (i.e. until it has been fully depreciated) — whichever is 

earlier.  

Specific rules for blending operations 

When implementing blending operations, the beneficiaries acknowledge and accept that: 

- the grant depends on the approved financing from the Implementing Partner and/or 

public or private investors for the project 

- they must inform the granting authority both about the approval for financing and the 

financial close — within 15 days 

- both actions will be managed and monitored in parallel and in close coordination with 

the Implementing Partner, in particular:  

- all information, data and documents (including the due diligence by the 

Implementing Partner and the signed agreement) may be exchanged and may 

be relied on for the management of the other action (if needed) 

- issues in one action may impact the other (e.g. suspension or termination in 

one action may lead to suspension also of the other action; termination of the 

grant will normally suspend and exit from further financing and vice versa, 

etc.) 

- the granting authority may disclose confidential information also to the Implementing 

Partner. 

 

                                                 

2
  Commission Implementing Regulation (EU) No 409/2013 of 3 May 2013 on the definition of common 

projects, the establishment of governance and the identification of incentives supporting the implementation 

of the European Air Traffic Management Master Plan (OJ L 123, 4.5.2013, p. 1). 


